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After one year…
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Lack of 

developer-centric 

privacy research

Law itself is not 

enough
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 Users are more concerned

 Apps are still greedy
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 National and international bodies

 Legal and technical documents

 Institutes and authorities

 Not only what to do, but also how to do it
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 Promises do not match actions

• Absolute freedom!

 There is a gap between privacy regulation and

implementation of real world app privacy practices

• The presented guide catalog may help filling it. 
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