
  

EDPS SUPERVISORY OPINION ON THE 
TRANSMISSION OF PERSONAL DATA BY THE 

 AGENCY TO THE  
INTELLIGENCE AUTHORITIES

(Case 2023-1231) 

1. INTRODUCTION 

1. This Supervisory Opinion relates to a consultation submitted by the  
 Agency ( or the Agency) in relation to a request received from the 

 Intelligence and Security Services  
 for the transmission of personal data. 

2.  has received this request from the  to provide the personal data of 145 
participants (last name, first name, name of their organisation) invited to an event
organised by the Agency1 focused on  

. 

3. The EDPS issues this Supervisory Opinion in accordance with Articles 57(1)(g) and 
58(3)(c) of Regulation (EU) 2018/17252, (‘EUDPR’).   

                                                       
1  ‘  
2  Regulation (EU) 2018/1725 of the European Parliament and the Council of 23 October 2018 on the protection 

of natural persons with regard to the processing of personal data by the Union institutions, bodies, offices 
and agencies and on the free movement of such data, and repealing Regulation (EC) No 45/2001 and Decision 
No 1247/2002/EC, OJ, L 295, 21.11.2018, pp. 39-98.
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the rules on the processing of personal data by the . These provisions 
include rules on grounds for lawfulness of the processing, data protection 
principles, processing of special categories of personal data, data retention, 
data subject rights, obligations of the controller, security, register of 
processing and data protection officer. 

 As to the supervisory authority, the  notes that Article  
 provides that, by way of derogation, the 

authority in charge of supervising the processing of personal data by the  
is the 8   

). 

9. On 28 September 2023,  requested further information from the  on the 
scope and subject of the investigation in question. In addition, for data minimization 
purposes,  proposed a "hit/no hit" approach, whereby the  could provide 

 with the names of the persons targeted, and the Agency would indicate whether 
or not these persons had participated in the event concerned. 

10. On 18 October 2023, the  provided an analysis conducted by their legal 
department. This analysis does not refer to the data minimization approach 
suggested by , but essentially: 

 Refers to Articles  as the 
legal basis for the request for transmission and the intended subsequent 
processing of the personal data requested.  

 Reiterates the  view that such requests are, in view of the powers to 
collect information attributed to the , the least intrusive means 
regarding fundamental rights9; 

 Notes that [automated translation]10 “In this case, the  monitors events 
related to the interests of   

 taking place on its territory in order to be able to collect the information 
necessary for the performance of its legal duties. ‘Routine verification’ means the 

                                                        
8  

 
 

         

  
9  « ..  

 ». 
10 Emphasis added. 
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subject rights “to safeguard the national security, public security and/or defence of the 
Member States” in relation to personal data exchanged with competent authorities of 
the Member States22. 

40.  internal rules on restrictions23 indicate that  shall include in the data 
protection records, made available on their website, information relating to the 
potential restriction of data subject rights and that the information shall cover which 
rights may be restricted, the reasons and the potential duration. However, neither the 

, nor the  include any 
reference to such restrictions. 

41. In view of the above, the EDPS recommends that  ensure compliance of the 
possible data transmission with the requirements of the EUDPR and their own 
internal rules on restrictions of certain rights of data subjects. More generally, even if 
the data transmission does not take place,  should amend its data protection 
records and its privacy statement on meetings and events in order to comply with the 
transparency requirements of Article 14 EUDPR. 

3.3. Protocol No 7 on privileges and immunities 

42. Protocol (No 7) on the privileges and immunities of the European Union24 (‘Protocol 
No 7’) applies to  based on Article . 

Inviolability of the archives of the Union, Article 2 of Protocol No 7 

43. The protections afforded by Protocol No 7 extend to personal data contained in the 
archives of the EUIs insofar as such archives contain personal data25. Indeed, the high 
level of protection that Article 8 of the Charter26 and Article 16 TFEU27 afford to 
personal data include, whenever applicable, the protection afforded by the Protocol 
insofar as inviolable archives of the Union contain personal data. In that sense, Article 
8 of the Charter should be interpreted in conformity with the provisions on the 
secrecy of Union archives in Article 2 of the Protocol in order to protect against 
disclosure of personal data, which are part of such archives.  

                                                        
22 Article  of the rules on restrictions. 
23 Article  of the rules on restrictions. 
24 Protocol (No 7) on the privileges and immunities of the European Union, OJ 2016/C 202, p. 266. 
25 See EDPS Decision of 13 July 2023 on the Court of Justice of the EU’s request to authorise the contractual 

clauses between the Court of Justice of the EU and Cisco Systems Inc. for transfers of personal data in the 
Court’s use of Cisco Webex and related services, §28. 

26 Charter of Fundamental Rights of the European Union, OJ 2000/C 364/01. 
27 Treaty on the Functioning of the European Union, OJ 2012/C 326/47. 
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In light of the accountability principle, the EDPS expects  to implement the above 
recommendations accordingly and has decided to close the case. 
 
 
Done at Brussels on 9 January 2024 
 

     ((e-signed) 
 
Wojciech Rafał WIEWIÓROWSKI 
 




